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Ovarro is a global company which operates an Information Security Management System (ISMS) certified to ISO 27001. 
 

 

Intended Outcomes of the ISMS 

Through the use of appropriate information processing assets, we will preserve the following attributes of information: 

• Confidentiality - ensuring information is accessible only to permitted entities. 

• Integrity - safeguarding the accuracy and completeness of information and processing methods. 

• Availability - ensuring access to information for permitted entities where and when required. 

 

Our Commitment 

We will ensure that: 

• Diligence and due care will be taken when processing any information relevant to our business activities. 

• We process only information that is needed, and such information is complete and accurate. 

• We only make information available to those who need to see it. 

• Any relevant business, regulatory, legislative and information security requirements are understood and met. 

• The effectiveness of our ISMS is assessed through a suite of information security objectives that are monitored and 

measured on a rolling basis. 

• The integrity of our ISMS is maintained when changes are planned and implemented. 

• We operate in a risk-aware culture and respond effectively to any information security issues. 

• We continually improve our ISMS. 
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The certified scope of our ISMS is:  

 

“Assembly, installation, commissioning and service of systems and products for telemetry purposes, SCADA, 
automation and management information for the energy, water and utility markets.” 


